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HOW CAN WE CREATE TRUST?
       : The OTC vision is based on three pillars Criteria, Control en Communication. 



WHAT DOES THAT MEAN SPECIFIC?

 ,       Risks in accordance with applicable laws and regulations
      Measures to effectively manage those risks
      Standards and norms such as EUCS, 27001, / ,  ISO BIO BIR et cetera

    Periodic external audits
          Periodic external audits in accordance with quality standards like

3402.ISAE

    :Reports suitable for
   ( )internal stakeholders RVC
   “ ” clients and dependents
 regulators 

:   ,  .Example digital financial statements assurance reports

https://www.linguee.nl/engels-nederlands/vertaling/regulators.html


ACTION PERSPECTIVE MANAGERS / DIRECTORS : 5 
STEPS 

Knowledg
e

Organisatiion Risk assessments Measures Periodic audits 

Improvements

Applicable laws and regulations



COURSE OF ACTION MANAGERS / DIRECTORS

Step 1: Competences and Skills

• Core:       ( )   The board and the Supervisory Board RvC have sufficient expertise

•       ,     It concerns knowledge of IT GRC not primarily of IT itself

•  Education TIAS



COURSE OF ACTION MANAGERS / DIRECTORS

Step 2: Implement uniform “digital control”

Read the new Corporate Governance Code:        Make sure you are aware of the

       .recent guidelines and best practices related to governance

• Use the NRI (Norea Reporting Initiative) as a template:      Use it as a reference

      .to understand what you need to manage

• Use the ISO38500:  , , RACI budget rapportages



COURSE OF ACTION MANAGERS / DIRECTORS

Step 3: Conduct a Thorough Risk Assessment

• Compliance with Applicable Laws and Regulations
• Seek Expert Assistance: ’       ,   Don t hesitate to seek help from experts such as

       ( . ., ).legal professionals specializing in information technology law e g ICTrecht
• Government Guidance:        The government provides valuable tips and examples

          ( )   through sites like the Dutch National Cyber Security Centre NCSC and
      ( ).the Research and Documentation Centre RDI



COURSE OF ACTION MANAGERS / DIRECTORS

  Step 4: Create a Comprehensive Set of Controls

•   ,         .  In this step consolidate all relevant controls into a single cohesive framework These

          .controls serve as mitigating measures to address identified risks

• ,                2700 . Additionally adhere to established normative frameworks such as EUCS and ISO x

•        ’   .Implement these controls effectively to enhance your organization s security posture



COURSE OF ACTION MANAGERS / DIRECTORS

Step 5: Regularly Assess the Entire System 

• Use NRI as a helpful tool

• Also do internal Audits 

• External Evaluation and Assurance Reporting

       3402   Apply quality standards such as ISAE and EUCS

• Customized Reports: ,        Optionally create three report versions tailored for different

:  ,   ,   stakeholders internal teams clients and partners and regulatory authorities



AND REPEAT THE CYCLE ANNUALLY
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